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Country
State/Province
Locality
Organization
Common Name

Country
Organization
Organizational Unit
Common Name

Serial Number
Version

Signature Algorithm

us

CA

Menlo Park
Facebook, Inc.
*facebook.com

us

DigiCert Inc

www.digicert.com

DigiCert SHA2 High Assurance Server CA

OECB0939B2B10154B89570C7B22B7A47
3

SHA-256 with RSA Encryption
(1.2.840.113549.1.1.11)

Not Valid Before

Not Valid After

Algorithm
Parameters
Public Key

Key Size
Key Usage

Signature

Wednesday, August 27, 2014 at 5:00:00 PM Pacific
Daylight Time

Friday, December 30, 2016 at 4:00:00 AM Pacific
Standard Time

Elliptic Curve Public Key ( 1.2.840.10045.2.1 )
Elliptic Curve secp256r1 ( 1.2.840.10045.3.1.7 )

65 bytes : 04 D8 D1 DD 35 BD E2 59 B6 FB 9B 1F 54
15 8C DB BF 4E 58 BD 47 BEB8 10 FC 22 E9 D2 9E
98 F8 49 2A 25 FB 94 46 E4 42 99 84 50 1C 5F 01
FD 14 25 31 5C 4E D9 64 FD C5 0C B3 46 D2 A1 BC
70 B4 87 8E

256 bits
Encrypt, Verify, Derive

256 bytes : AA 91 AE 52 01 8C 60 F6 02 B6 94 EB

AF 6E EB DD 3C C8 E1 6F 17 AB B8 28 80 EC DC 54
825624C11608E1C2C83E3COF5318407F
DF 41 36 93 95 5F B1 D9 35 43 5E 94 60 F9 D6 A7...

Figure 13.4: An example X.509 certificate
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